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Abstract: Recently P2P networks become more and more popular. Though they have many advantages, P2P networks suffer from authentication of nodes. To overcome this problem, a new authentication method called Hash-based Distributed Authentication Method (HDAM) is proposed in this paper. HDAM realizes a decentralized efficient mutual authentication mechanism for each pair of nodes in the P2P network. It performs a distributed management of public keys by using Web of Trust and Distributed Hash Table. Our proposed scheme significantly reduces both the memory size requirement and the overhead of communication data sent by the nodes. Additionally, the results also show that required resource size of HDAM is $O(\log n)$ and HDAM is more scalable than the conventional method.
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1 Introduction

In Peer-to-peer (P2P) networks all client nodes communicate directly with each other without any servers. P2P networks have many advantages over centralized networks. It is easy to build such a network, anonymity in communications etc. Therefore, applications which run in P2P networks are prevalent[1, 2]. However, it is difficult to authenticate nodes in P2P networks, which is an important issue in P2P network operation. Authenticating a node means validating a message by using e-signature appended to the message and public keys of the sender[3, 4]. Public Key Infrastructure (PKI) is a famous existing method of node authentication[5]. PKI can facilitate effective node authentication based on social trust between the node user and the certificate authority-manager. PKI needs the help of permanent servers called certificate authority for managing authentication informations. However, no node can provide permanent services in P2P networks, because in P2P networks, all nodes alternate between login and logout states. Hence, managing authentication information with a permanent node such as certificate authority is difficult in P2P networks.

In this paper, we propose a new authentication method called Hash-based Distributed Authentication Method (HDAM). HDAM is an efficient authentication method that enables mutual authentication for all pairs of nodes in the P2P network. The basic idea of HDAM is efficient distributed management of public keys by using Web of Trust and Distributed Hash Table (DHT). The public key are used for the mutual authentication between two nodes in a P2P network. HDAM forms a Web of Trust among all nodes in a P2P network by using DHT. As a result, HDAM significantly reduces the number of public keys required by a node compared with conventional methods. Thus, HDAM significantly yields a sizable reduction in memory requirement by a node. Moreover, HDAM realizes an efficient distributed management of public keys by intelligent deployment of DHT. Thus, HDAM significantly lowers the overhead of required communication data, sent for authenticating nodes, participating into a network, leaving from a network and updating public keys. In this paper, we observe from the results of computer simulations that HDAM is more scalable than the conventional methods. Specifically, the required memory size of HDAM is $O(\log n)$, and communication overhead of HDAM is $O(\log n)$. It means that adapting HDAM to a large network is much easier than the conventional methods. HDAM ensures easy establishment of secure and
large P2P networks. In addition, it enables creation of many secure decentralized applications such as a conference system and a file sharing system.

The organization of the rest of this paper is as follows. In section 2, we discuss existing approaches for authentication. In section 3, we present our proposed method HDAM. The advantages of HDAM are shown through computer simulations in section 4. Finally, in section 5, we describe the conclusion and future works.

2 Related Works
Authentication methods can be divided into two main categories. One is an authentication of node identifications, which is to confirm whether the node identification is valid. This is realized by using e-signature and public key. Another is an authentication of user permissions, which is to confirm whether the user can use the service. This is usually realized by using user password[6]. In this paper, we focus on the first, and authenticating means validating a message by using e-signature and public keys[4].

Public Key Infrastructure (PKI) is the most famous authentication method[5]. PKI authenticates a node by using permanent servers called certification authority. The authentication is based on a social trust between the node user and the certificate authority manager. In a PKI system, users have to prepare a certificate authority to authenticate nodes. However, no node provides permanent services in P2P networks, because P2P networks are networks in which all nodes alternate between login and logout. Therefore, application of PKI to a P2P network is difficult.

Pretty Good Privacy (PGP) is an existing authentication method which does not need any servers[7]. PGP enables a decentralized authentication by using Web of Trust which is a trusting relationship between nodes. In a PGP system, nodes can get a new valid public key from a trusted node. However, it is difficult to accumulate all public keys, because PGP does not have the information for getting public keys such as routing maps. In PGP systems, nodes require a lot of memory to manage keys and a lot of communication data to exchange keys, because an efficient scheme for obtaining public keys is not provided. The information for obtaining public keys is needed for realization of efficient authentication.

An existing authentication method called self-organized public-key management enables an authentication without any centralized service in an ad-hoc network[8]. In a self-organized public-key management system, all nodes automatically get new public keys from trusted neighbor nodes in an ad-hoc network. However, nodes require a lot of memory to manage keys and a lot of communication data to exchange keys, because nodes do not have a routing map for obtaining public keys.

There are some decentralized authentication methods which can systematically accumulate public keys in specific networks such as ad-hoc networks and OSPF networks[9, 10]. These methods realize a reduction of required memory size as well as communication overhead. The reductions are enabled by using routing map of the network and concept of Web of Trust. However, the kind of networks where we can use these methods is limited, because the methods depend on routing protocol of the networks.

Our proposed, HDAM system, automatically makes a routing map for getting public keys by effectively using Web of Trust and DHT. Therefore, this HDAM system performs an on-demand and efficient distributed authentication in any computer networks.

3 Hash-based Distributed Authentication Method (HDAM)
3.1 Overview of HDAM
Authentication among all nodes in the P2P network is needed by many applications such as conference systems and file sharing systems. However, an efficient authentication method for P2P networks is yet to be realized. Therefore, in this paper, we propose an authentication method that we name as Hash-based Distributed Authentication Method (HDAM).

If nodes in a P2P network can achieve an efficient distributed management of public keys, the number of public keys which is managed by a node is reduced. Additionally, if the number of public keys is reduced, both the memory size and the amount of communication data required by each node are also reduced. Therefore, in P2P networks, an efficient distributed management of public keys is very important. It is possible to manage public keys in a distributed manner by using Web of Trust between each node which participates in a P2P network. If information which the nodes use for obtaining public keys is provided to all nodes, an efficient distributed management of public keys with Web of Trust is possible. However, in P2P networks, there is no permanent node such as certificate authority which provides the information, because all nodes in a P2P network alternate between participation and departure.

Our Proposed method, HDAM, enables efficient distributed management of public keys by using Distributed Hash Table (DHT) and safe authentication among all nodes in P2P network by using Web of Trust. In HDAM system, information which the
nodes use for obtaining public keys is provided to all nodes without deploying a permanent node. DHT is often used to manage contents in P2P network[11, 12, 13]. However, HDAM and existing DHT scheme differ in the protocol and the distributed management scheme. The objects managed by a HDAM system is public keys. On the other hand, existing DHT scheme expects that the managed objects are contents such as text, sound and movie. Therefore, HDAM needs a new protocol and a new distributed management scheme. In this paper, we present an authentication with Web of Trust and a distributed management of public keys with DHT. And, we explain an authentication procedure with Web of Trust formed DHT. Moreover, we show that HDAM significantly reduces the memory requirement at each node and the overhead of communication data at each node.

3.2 Authentication with Web of Trust

In this paper, a node authentication means validating a message by using the e-signature appended to the message and the public key of the node. Fig.1 shows the steps in a node authentication process. When two nodes A and B exist, and node A has the public key of node B (K_B), node A can validate messages sent by node B. Therefore, in this paper, the situation that node A has public key K_B is called “node A authenticates node B”. The aggregate of nodes which are authenticated by node A is designated as A

Fig.2 shows a node authentication method with Web of Trust. Fig.2(a) shows the situation where four nodes A, B, C and D exist, the status of authentications is B ∈ A.trust, C ∈ B.trust and D ∈ C.trust, and node A is asked to authenticate node D. In this situation, node A cannot authenticate node D directly, because node A does not have the public key of node D (K_D). Therefore, node A gets public key K_D indirectly as follows.

1. Node A gets K_C from node B. ⇒ C ∈ A.trust.
2. Node A gets K_D from node C. ⇒ D ∈ A.trust.

An authentication method as above is called a node authentication with Web of Trust.

3.3 Distributed Management in HDAM

Fig.3 shows an example of a distributed management of public keys. In Fig.3, i.hash is a hash value of node i, K_i is a public key of node i, and N is the maximum hash value. In HDAM system, nodes are virtually put on a Hash-Ring based on the hash value which is derived from node ID and the one-way hash function. Hash-Ring is a ring in which indexes from 1 to N are put circularly. Node i manages public keys of a forward node which is the nearest node in nodes which are located over \( \frac{N}{k} \) (k = 0, 1, 2, \ldots) from node i. In the situation shown in Fig.3, node A manages three public keys as follows.

- Node A manages a public key of node B which is the nearest forward node in nodes which are located over \( 2^1 \) (\( 2^0 \)) from node A.
- Node A manages a public key of node C which is the nearest forward node in nodes which are located over \( 2^2 \) from node A.
- Node A manages a public key of node D which is the nearest forward node in nodes which are located over \( 2^3 \) from node A.

In the situation as above, the status of authentication is \{B, C, D\} ⊆ A.trust. When the number of nodes in the P2P network is n, the number of public key managed at a node is \( O(\log_B N) \). And, when the maximum of hash value is N, the maximum number of public keys managed at a node is \( \log_B N \).
3.4 Authentication Method in HDAM

Fig. 4 shows an authentication algorithm in an HDAM system. When node \( n \) does not have a public key of node \( d \) and is asked to authenticate node \( d \), node \( n \) gets the public key of a node \( d \) by the steps as follows and authenticates node \( d \).

1. Node \( n \) asks node \( n' \) to send a public key of node \( d \) \((K_d)\) to node \( n \). Node \( n' \) is the closest to node \( d \) among nodes which have been authenticated by node \( n \).

2. If node \( n' \) has public key \( K_d \), node \( n' \) sends pub-

3. If node \( n' \) does not have a public key \( K_d \), node \( n' \) sends a public key of node \( n' \) \((K_{n'})\) to node \( n \). Node \( n' \) is the closest to node \( d \) among nodes which have been authenticated by node \( n' \). Node \( n \) authenticates node \( n' \) by using public key \( K_{n'} \), and repeats the process from step 1.

Fig. 5 shows an example of the authentication process. In this example, node \( A \) authenticates node \( F \) by the HDAM authentication method as above.

1. Node \( F \) requests node \( A \) to authenticate node \( F \).

2. Node \( A \) does not have the public key, \( K_F \) to node \( F \). Node \( D \) is the closest node to node \( F \) from node \( A \). So, node \( A \) asks node \( D \) to send a public key of node \( F \) \((K_F)\) to node \( A \). Node \( D \) sends a public key of node \( E \) \((K_E)\) in place of \( K_F \), because node \( D \) does not have \( K_F \). Node \( A \) authenticates node \( E \), and the status of authentications is \( E \in A.trust \). Node \( A \) gets public key \( K_F \) with the above steps, and node \( A \) authenticates node \( F \). When the number of nodes in the P2P network is \( n \), the amount of communication data required to authenticate is \( O(\log n) \).

3.5 Authentication via multiple nodes

HDAM manages public keys by using Web of Trust. The precondition for Web of Trust is that all nodes are honest. Therefore, HDAM with single Hash-Ring is not resistance to insider attacks from dishonest nodes. Fig. 6 shows an example of insider attack in HDAM system.
Fig. 7: Authentication via multiple Hash-Ring system. In this example, node $D$, which is a dishonest node, sends an invalid public key $K_F^*$ to node $A$. In this situation, node $A$ believes that $K_F^*$ sent by dishonest node $D$ is valid, because node $A$ cannot confirm if the received public key is invalid. Thus, node $A$ tries to authenticate node $F$ by using the invalid public key $K_F^*$. But, the authentication process will be failed, because the valid public key of node $F$ is different from $K_F^*$. In this example, node $A$ cannot authenticate node $F$, and a secure communication between node $A$ and node $F$ is impossible.

The authentication process fails when a node gets an invalid public key from a dishonest node in HDAM system. This is because the node receives a public key from one node only. If a node in HDAM system can get a public key from more than one node, the node can validate the public key by comparing the public keys sent by several nodes. If the public key is same as others, the public key is valid. On the other hand, if a public key is different from others, the public key might be invalid.

HDAM enables the confirmation of public keys by using several Hash-Rings. HDAM system can have more than one Hash-Rings. The position of a node is decided from hash value which is derived from node ID and Hash-Ring number. The hash value is calculated by using one-way hash function such as MD5 and SHA1. Therefore, the positions of a node in each Hash-Ring are different. In HDAM system which has several Hash-Rings, a node can get a public key from several nodes, and the node can confirm the valid public key by comparing public key data received from several nodes. If nodes find the valid public keys, nodes can authenticate other nodes.

Fig. 7 shows the example of authentication process in HDAM system. In this example, HDAM system has two Hash-Rings, which are HashRing1 and HashRing2. The deployments of nodes in each Hash-Ring are different. And node $D$ is a dishonest node. When node $A$ wants to get the public key of node $F$, node $A$ tries to get the public key $K_F$ in each Hash-Ring. In this example, node $A$ gets an invalid public key $K_F^*$ from node $D$ in HashRing1, because node $D$ is dishonest. And node $A$ gets a valid public key $K_F$ from node $E$ in HashRing2, because node $E$ is honest. In this situation, node $A$ can receive public key $K_F^*$ and public key $K_F$, and node $A$ can detect that one of them is invalid, because public key $K_F^*$ and public key $K_F$ are different.

In HDAM system, several Hash-Rings enable that nodes get a public key from several nodes. Thus, HDAM system must manage the several Hash-Rings. Therefore, the required memory size and the amount of communication overhead in HDAM increase with the number of Hash-Rings. When the number of Hash-Rings is $m$, the required memory size and the amount of communication overhead is $O(m)$. Usually, the number of Hash-Rings is, however, much less than the number of nodes. The number of Hash Rings impacts the scalability of HDAM little. Thus, even if the number of Hash-Rings is more than one, HDAM is scalable enough.

3.6 Life cycle of HDAM system

Users of P2P networks are always able to create HDAM system in anywhere, because HDAM system does not need any persistent servers. A HDAM system starts when a user creates the first node of it. No specific process is required for creating the network of HDAM system. After creating the network, the node can invite other nodes to the existing network. Before the node invite other nodes, they must authenticate each other without the HDAM system. HDAM system is based on the trust given by the authentication which is processed without HDAM system before the invitation. All nodes in the network can invite another node which is trusted. The network of HDAM system is alive as long as there is more than one nodes in it, and the network ends when all nodes leave from it. No specific process is required to terminate the network of HDAM system. The detail of participation process and departure process of HDAM is described in [14].

4 Simulation and Evaluation

4.1 Simulator for P2P network

In order to examine characteristic of HDAM and evaluate availability of HDAM, we developed a simula-
In this simulator, all operations of nodes are implemented in software agents called “node agent”. The messages between the node agents simulate all messages which are sent for participation, departure, updating public keys and sending messages.

Fig. 8 is the state transition diagram of node agents. Node agents have two status. One is logout status ($S_{out}$) which means that the node is leaving the P2P network. The other is login status ($S_{in}$) which means that the node is joining to the P2P network. The probability of changing status $S_{out}$ to status $S_{in}$ is $P_{login}$, and the probability of changing status $S_{in}$ to status $S_{out}$ is $P_{logout}$. Moreover, the probability of updating the public key of the node whose status is $S_{in}$ is $P_{update}$, and the probability of sending a message to randomly selected node is $P_{send}$. All messages contain e-signatures, and all nodes are authenticated by using the authentication procedure described in 3.4.

Fig. 9 shows the network topology assumed in this simulator. In this simulator, all nodes are connected by some computer networks like the Internet, and can communicate with each others. Network failures such as packet loss are not assumed, and all communications are executed completely. In simulation results that follow, number of nodes indicates the number of nodes participating in the computer network.

### 4.2 Tolerance to Insider Attack

Fig. 10 shows the success probability of authentication when insider attackers exist in the P2P network. In this figure, the squares show the success probability of authentication in HDAM system that has single Hash-Ring, and the diamonds show the success probability of authenticating in HDAM system that has three Hash-Rings. This figure shows the relationship between the resistance to insider attacks and the number of Hash-Rings used by HDAM. In this simulation, the number of nodes in the P2P network is 500, and the rate of attackers means the percentage of insider attacker nodes among all nodes in the P2P network. For example, when the rate of attackers is 0.1, the number of insider attacker nodes is 50.

The success probability of authentication in both HDAM systems decreases with the number of insider attackers. But, the success probability in HDAM system that has three Hash-Rings is more than HDAM system that has single Hash-Ring. In HDAM system that has single Hash-Ring, nodes can not validate the public key which is received from other nodes. On the other hand, in HDAM system that has three Hash-Rings, nodes can validate the public key, because nodes can compare the public keys which is sent by three different nodes. For example, when a node receives a public key from three different nodes, the node can validate the public key and authenticate the node which is owner of the public key, even if one of the received public keys is invalid. Therefore, the resistance to insider attacks of HDAM system which has three Hash-Rings is more than HDAM which has single Hash-Ring.

### 4.3 Performance Evaluation

In order to confirm the effectiveness of HDAM, we compare HDAM with a conventional method that correspond to the best performance parameters. In this evaluation, the conventional method corresponds to a decentralized authentication method such as PGP and self-organized public-key management[8, 7]. The conventional method authenticates nodes without a centralized server. This method performs authentication by using Web of Trust which is not formed by DHT. Therefore, it needs to aggregate public keys individually by each node. In the conventional system, a node aggregate all public keys when the node joins the P2P network, and the node uses them to authenticate each others. Thus, in the conventional method, a node needs to communicate each others for public key exchange when the node joins the network. Additionally, a node needs a memory space to manage public keys. In conventional system, a node does not
Table 1: Parameters of agent activities

<table>
<thead>
<tr>
<th>scenario</th>
<th>$P_{login}$</th>
<th>$P_{update}$</th>
<th>$P_{send}$</th>
</tr>
</thead>
<tbody>
<tr>
<td>no.1</td>
<td>0.45</td>
<td>0.05</td>
<td>0.5</td>
</tr>
<tr>
<td>no.2</td>
<td>0.25</td>
<td>0.05</td>
<td>0.7</td>
</tr>
<tr>
<td>no.3</td>
<td>0.05</td>
<td>0.05</td>
<td>0.9</td>
</tr>
<tr>
<td>no.4</td>
<td>0.01</td>
<td>0.01</td>
<td>0.98</td>
</tr>
</tbody>
</table>

4.3.1 Simulation Scenario

We evaluated the availability of HDAM by using the simulator described above. In this simulation, we monitored both the number of public keys managed by nodes and the number of messages sent by nodes. The number of public keys managed by nodes directly relates to the required memory size on nodes, and the number of messages sent by nodes corresponds to the amount of communication data for the authentication.

We considered four simulation scenarios with four different types of node agents. The types of node agents are established by agent activity parameters described above. Table 1 shows the configuration parameters of node agents in each scenarios, and parameter $P_{login}$ is 1.0 in all scenarios. The node agents in scenario 1 send a few messages to communicate with its partners, so they need small number of public key exchanges for secure communication. The characteristic of node agent in scenario 1 is the same as the applications which join the network for a short time. On the other hand, the node agents in scenario 4 send a lot of messages to communicate with their partners, so they need a lot of public key exchanges for secure communication. The node agent characteristic in scenario 4 is same as the applications which join the network for a long time. Scenario 2 and scenario 3 are intermediate in agent characteristic between scenario 1 and scenario 4.

4.3.2 Evaluation of Required Memory Size

Fig.11 shows the number of public keys managed by a node. Here, the number of public keys means the required memory size for node authentication. The solid line in the graph indicates the number of public keys in HDAM system which has single Hash-Ring, and the dotted line indicates the number of public keys in the conventional method. In Fig.11, it is shown that the number of public keys managed by nodes in HDAM system is significantly less than the conventional method. In particular, when the number of nodes is 1024, HDAM can achieve more than 95% reduction in the number of public keys managed by nodes compared with the conventional method. This means that HDAM ensures a significant savings in memory requirements at each node compared with the conventional method.

Fig.12 also shows the number of public keys managed by a node. As described above, the number of public keys means the required memory size for node authentication. The solid line in the graph indicates the number of public keys in HDAM system that has single Hash-Ring, and the dashed-dotted line indicates the number of public keys in HDAM system that has three Hash-Rings. The number of public keys in HDAM system that has three Hash-Rings is three times as much as HDAM system that has single Hash-Ring. This means that the memory size required by HDAM system that has three Hash-Rings is three times as much as HDAM system that has single Hash-Ring. However, the scalability of both HDAM
The number of messages is the average in more than 200 steps. Node agents acts an action shown in 4.1 in each step, and node agents send some authentication messages in each step. In this evaluation, the number of messages means the communication overhead for node authentication.

Fig.13 shows the number of messages sent by a node in scenario 1. The solid line in the graph indicates the number of messages of HDAM which has single Hash-Ring, and the dotted line indicates the number of messages of conventional method. In Fig.13, it is shown that the number of messages sent by a node in the HDAM system is more than the conventional method when the number of nodes is less than 64, because HDAM needs procedures to build the Web of Trust. However, the number of messages sent by a node in the HDAM system is less than the conventional method when the number of nodes is more than 64. And the gap between HDAM and the conventional method increases with the increase in number of nodes. When the number of nodes is 1024, HDAM can achieve 85% reduction in the number of messages sent by nodes compared to the conventional method.

Fig.14, Fig.15 and Fig.16 show the number of messages sent by a node in scenario 2, 3 and 4. In these scenarios, the advantage of HDAM over conventional method is less than scenario 1, because $P_{send}$ which is the probability of sending a message is higher than scenario 1. Specifically, scenario 4 where $P_{send}$ is the highest is the most unfriendly scenario to HDAM in all scenarios. The communication overhead of HDAM in the sending message action is larger than conventional method, because HDAM’s authentication process described in 3.4 is more complex than conventional method. However, the increase of communication overhead of HDAM is smaller than the conventional method. The the number of participation and departure messages in HDAM is significantly less than conventional method, because the number of managed public keys in HDAM...
communication/C7 over head/C7

Fig. 18: Communication overhead data in scenario 4 is significantly less than conventional method. The communication overhead of HDAM is therefore less than conventional method when the number of nodes is large enough. Specifically, in scenario 4 which is the most unfriendly scenario to HDAM, when the number of nodes is 1024, HDAM can reduce more than 60% of the number of messages sent by nodes compared with the conventional method.

Fig.17 shows the number of messages sent by a node in scenario 1, and Fig.18 shows the number of messages sent by a node in scenario 4. As described above, the number of messages means the communication overhead for node authentication. The solid line in the graph indicates the number of messages in HDAM system that has single Hash-Ring, and the dashed-dotted line indicates the number messages in HDAM system that has three Hash-Rings. The number of messages in HDAM system that has three Hash-Rings is three times as many as HDAM system that has single Hash-Ring. This means that the communication overhead for authentication in HDAM system that has three Hash-Rings is three times as much as HDAM system that has single Hash-Ring. However, the scalability of both HDAM systems is better than the conventional method which is indicated by the dotted line in this graph. Thus, when the number of nodes is large enough, the number of messages in HDAM system that has three Hash-Rings is less than the conventional method.

Table 2: Scalability comparison

<table>
<thead>
<tr>
<th>Method</th>
<th>Required Memory Size</th>
<th>Communication Overhead</th>
</tr>
</thead>
<tbody>
<tr>
<td>Conventional</td>
<td>$O(n)$</td>
<td>$O(n)$</td>
</tr>
<tr>
<td>HDAM</td>
<td>$O(\log_2 n)$</td>
<td>$O(\log_2 n)$</td>
</tr>
</tbody>
</table>

$n$: the number of nodes

4.4 Discussion

Table 2 shows the comparison of scalability between HDAM and the conventional method. When the number of nodes is $n$, the memory size required by a node in HDAM is $O(\log_2 n)$, but the memory size required by a node in the conventional method is $O(n)$. Additionally, the amount of communication data for authentication in HDAM is $O(\log_2 n)$, but the amount of communication data for authentication in the conventional method is $O(n)$. Therefore, when there are many nodes in the P2P network, HDAM enables a drastic reduction of the number of messages. This means that the scalability of HDAM is better than the conventional method. According to the above evaluations, both the memory size requirement by a node and the amount of communication data sent by a node are much less than the conventional method when the number of nodes in the P2P network is large enough. Additionally, the advantage of HDAM over the conventional method become more prominent with the increases in number of nodes. These results shows that the scalability of HDAM is better than the conventional method.

5 Conclusion

Our proposed HDAM, which is a mutual authentication method between each node in P2P network, enables safe authentication among all nodes in a P2P network by using Web of Trust and an efficient distributed management of public keys by using DHT. HDAM reduces both the memory size needed by a node and the amount of communication data sent by a node. The scalability of conventional method is less than HDAM, because conventional method has no mechanism for distributed management of public keys. Therefore, conventional authentication methods can not run in huge P2P networks, where a mil-
lion nodes may try to communicate with each other. Whereas, our proposed HDAM method can realize the authentication in huge P2P networks, because of its efficient distributed management mechanism of public keys and thus HDAM is more scalable than conventional methods. Through computer simulations, we have shown that the required memory size and the communication overhead are less than the conventional method when the number of nodes in the P2P network is large enough. It means that HDAM is more scalable than conventional methods, and it means that adapting HDAM to huge networks is much easier than conventional methods. HDAM therefore enables easy establishment of a secure and huge P2P network. Also, HDAM ensures easy creation of many secure decentralized applications such as conference system and file sharing system.

In our study of distributed authentication method we have showed the basics of HDAM in this paper. As a future work, we want to establish the detail of HDAM trust model. Our final goal is to realize a secure and large P2P network by using HDAM.
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